Phishing Awareness Training - Interactive Quiz Questions

1. 1. Which of the following is a sign of a phishing email?

* A. Email from a known contact with expected content
* B. Spelling and grammatical mistakes
* C. Company signature and official logo
* D. Personalized greeting with your full name

✅ Answer: B

1. 2. What should you do if you receive a suspicious email with an attachment?

* A. Open the attachment to see what it contains
* B. Forward it to your friends for opinions
* C. Report it to your IT or security team
* D. Reply asking if it’s a real email

✅ Answer: C

1. 3. Which of the following URLs is most likely a phishing website?

* A. https://accounts.google.com/login
* B. http://go0gle.secure-login.com
* C. https://www.microsoft.com/security
* D. https://bankofamerica.com

✅ Answer: B

1. 4. What is 'spear phishing'?

* A. A phishing attempt sent to a large group of people
* B. A targeted attack on a specific individual or organization
* C. A phishing call over the phone
* D. Malware sent via phishing email

✅ Answer: B

1. 5. Which is a good security practice to avoid phishing attacks?

* A. Click links only when in a hurry
* B. Share credentials only with trusted coworkers
* C. Enable multi-factor authentication (MFA)
* D. Keep passwords written on paper

✅ Answer: C